
Take the hard work out of discovering and removing 
sensitive data.
Organisations face increasing pressure to manage personal and payment data 
responsibly. With privacy legislation tightening and data breaches on the rise, 
the challenge of locating and redacting sensitive information buried in vast 
document repositories is growing. Manual processes are slow, expensive, and 
prone to error. EzeScan’s PII & PCI: Automated Discovery & Redaction offers a 
smarter, scalable way to identify, manage, and protect sensitive data to help 
organisations stay compliant and reduce risk.

Automated Personal Data Identification

Whether importing documents directly from DRA or manually importing files 
for FOI requests, EzeScan can be configured to detect specific types of data 
using advanced technologies such as text analysis, language models, and 
credit card pattern recognition. These identifiers are fully configurable to suit 
your organisation’s specific compliance or security needs. EzeScan can be 
configured to apply metadata tags based on the results (e.g. PII Detected, No PII 
detected). Documents with PII identified data can be reviewed in EzeScan’s Web 
Application.

Document Discovery

For PII and PCI discovery, EzeScan’s Document Repository Analyser (DRA) is 
utilised to uncover sensitive data hidden across your organisation’s digital 
landscape. It intelligently crawls through enterprise systems including network 
file shares, email servers, and supported EDRMS. It can also be configured to 
monitor ingestion locations for new documents and scheduled to run at specific 
times/days. Each document is tagged with key metadata including repository 
name, file name, location, creation data and status.

Advanced Redaction Capabilities

EzeScan’s Advanced Redaction Capabilities allows organisation to remove 
or obscure personal data from documents whether for legal, regulatory, risk 
mitigation operational reasons. Redaction can be performed automatically or 
manually, with support for both zone-based and full-page redaction. Reason 
codes or reasons can be applied automatically or manually for audit trails and/or 
redacted versions can be output to desired location, with automated naming.

Detect PII and PCI content across 
large volumes of unstructured 
data.

Configure discovery crawlers 
for network drives, email, and 
supported EDRMS.

Monitor repositories for incoming 
documents in real time.

Search by specific file types.

Set crawler schedules and 
throttle limits to manage 
performance.

Choose what types of PII content 
to detect using advanced tools: 
text analysis, language models, 
credit card.

Review detection results from 
any device.

Automatically tag documents 
with metadata, e.g. “PII 
detected.”

Redact full pages or defined 
zones.

Apply predefined or custom 
reason codes for auditing 
requirements.

Save both original and redacted 
versions to your preferred 
location.
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The EzeScan Advantage

EzeScan provides fast, cost effective capture and business capture and process automation solutions including simplified document 
back scanning, accounts payable, robotic process automation, forms data extraction, mailroom/correspondence automation and 
highly integrated EDRMS capture. With thousands of installations in Australasia, North America and the UK, EzeScan is your ideal 
digital transformation provider.

EzeScan’s solution is built to support a wide range of workflows, whether its searching existing systems to find documents with PII 
or identifying documents with PII as they enter the business. Discovery and Redaction Workflows include Supported Repositories, 
Records Compliance Retention Policies, Continuous Monitoring, FOI Documents, Digital Mailroom. Optional Real Time Data 
Classification is also available to enhance business process requirements.


